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F E A T U R E  D A T A S H E E T

Lock Down IP Security with  
Helix IPLM Geofencing

IP leakage can cost millions of dollars due to lost  

revenue and market setbacks. And as your network 

of design teams around the world grows — due to an 

expanding workforce, acquisition of other companies,  

or consolidation into a larger enterprise — your risk  

of IP leakage grows.

With teams collaborating across geographies, it is 

essential to track which IPs are visible to which users  

and locations around the world. You must ensure that  

no sensitive IP is released across borders without a  

proper export license in place, or else face severe  

export violation fines.

Eliminate IP Leakage
Geofencing is an add-on feature available in Helix IPLM 

(Formerly Methodics IPLM) that allows your organization 

to restrict IP availability in certain geographies, regardless 

of a user’s access permissions. 

A unique capability in the IPLM space, Helix IPLM enables 

IP Geofencing by:

•	 Allowing IPs to carry include and exclude lists  

of geographies.

•	 Restricting IPs, regardless of access, based on  

these lists.

•	 Ensuring IP data cannot reside in user workspaces 

or caches in restricted geographies.

•	 Ensuring IP meta-data cannot be viewed or  

extracted in these geographies.

With Helix IPLM Geofencing, you can ensure your 

organization is in compliance with export control laws 

including EAR and ITAR, potentially saving you millions  

of dollars in fines and legal issues.

Protect your valuable IP with Helix IPLM Geofencing. 

Contact us today to learn more.

Reduce the risk of revenue loss and bring your organization into compliance with export  

control laws by eliminating IP leakage.
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